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Abstract of the contribution: This contribution proposes conclusions for KI #5. 
1.
Discussion
Based on the current proposed solutions and initial evaluations in TR 23.700-88 for KI#5 and considering the architecture issue addressed in KI#1, It’s rather clear that there is no clear benefit and reason for 5GC to be involved in the PIN service (e.g., no correlation between the PIN services and functionalities offered by 5GC). Thus, it’s recommended that the main PIN functionality shall be maintain in the PIN network (e.g. PEMC, PEGC, PINE and AF manages PIN related information). The PIN application-level communication between the PIN application server and the various PIN elements (e.g. PEGC, PEMC, PINE) may happen over the UP as proposed in the architecture option proposed in Solution #0D. The 5GS may be provided with parameters for policy and QoS control for PIN traffic based on existing logics where AF (including PIN AF) can push necessary information to 5GC.

This contribution proposes conclusions for KI #5: Authorization for PIN.
2.
Text proposal
It is proposed to agree the following changes in TS 23.700-88:
>>>>BEGINNING OF CHANGES<<<<
8.5
Conclusion on Key Issue #5
The following interim conclusions are agreed for Authorization for PIN:
-
UDM is enhanced to support subscription data of UE that support PEGC. UE is authorized by 5GC to act as PEGC during registration or by using UCU procedures or during PDU Session Establishment.
-
PIN application-level Authentication and Authorization of PIN and PIN Elements are supported centralized in an AF or localized in PEMC and are not specified by SA2.

>>>>END OF CHANGES<<<<
2

